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1.0 Introduction
The Remote Management System (RMS) is a specialized web server that provides complete
sight and control of all ASTi devices on the simulation network, ranging from stand-alone to
multiple-site, exercise-wide network configurations. You can set up the Target and other ser-
vices using a standard web browser from anywhere on the network. Further, the RMS offers a
web page interface to control ASTi resources, check a device's status, and manage files and
networks.

Access the RMS via any standard web browser on the network through the RMS web inter-
face. While most RMS tasks are fairly intuitive, this document offers further guidance and
information about system capabilities.

This chapter discusses the following topics:

l Browser compatibility settings

l Cookies and JavaScript

l Certificate security warnings

1.1 Browser compatibility settings
Different operating systems (OSs) and web browsers offer varying levels of support for stand-
ard Internet technologies, such as JavaScript, Cascading Style Sheets (CSS), and Extensible
Hypertext Markup Language (XHTML), all of which the RMS uses. While ASTi designed
the RMS with cross-platform compatibility in mind, certain OS and web browser com-
binations may not render the web interface properly.

To take full advantage of the RMS, you may need to change some of your browser settings.
Verify or set up your browser to do the following:

l Automatically load images

l Enable JavaScript for web pages

l Enable style sheets

l Accept cookies (i.e., all cookies or those returned to originating servers)

l Disable full caching

l Enable pop-up windows

Go to your browser’s documentation or help system to learn more about these settings.
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1.2 Cookies and JavaScript
The RMS uses modern Internet client/server technology (e.g., cookies and JavaScript) to
extend its functionality and enhance the quality of features offered to ASTi’s customers.
Thanks to hackers and media exposure, the Internet’s general public is wary of this tech-
nology. This section attempts to allay any concerns you may have about the RMS's use of
cookies and JavaScript.

Cookies are small bits of text that a web server sends to your web browser. Two types of
cookies exist: session and persistent. Session cookies only exist while your web browser is
running. When you close your browser or shut down your computer, the session cookie's
information disappears. Persistent cookies are stored in a cookie list on your local computer’s
hard drive. The information in persistent cookies stays available to the web browser and web
server until it expires or someone deletes it.

The RMS only uses session cookies. It does not write to your computer's hard drive or trans-
mit information to ASTi or other third parties. When you log into the RMS, its server passes
a session cookie to your browser, letting you open any RMS page without logging in again.
As a best practice, close your browser to clear the session cookie when finished. Future users
must provide login credentials during the next session.

JavaScript is a programming language that extends a web browser’s capabilities beyond
XHMTL. The RMS uses JavaScript to do the following:

l Launch remote windows: at times, the RMS opens remote windows to keep information
separate from the main window.

l Create simple navigation links: JavaScript sometimes provides hypertext links to other
pages within the RMS. For example, if an error occurs when processing a user input
form, the RMS commonly uses JavaScript to display a "go back" link that works like
your browser's Back button.

l Manipulate input forms: JavaScript modifies input forms in RMS pages (e.g., allowing
you to check multiple boxes at once).

JavaScript code in the RMS does not attempt to access, change, or manipulate any inform-
ation on your local computer. It does not transmit any information to ASTi or another third
party.
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1.3 Certificate security warnings
The RMS can serve its web pages over a secure connection with your web browser. This
secure connection uses industry-standard, 128-bit encryption, similar to online bank and shop-
ping sites.

Note: ASTi enables secure operation by default for systems shipped within the US and
Canada; however, it may be optional for other countries. Its availability is subject to export
controls by the Bureau of Industry and Security of the US Department of Commerce.
Contact ASTi for more information.

On a secure connection, the RMS still handles requests to its web server over the standard
HTTP Port 80 but automatically forwards these requests to the secure HTTPS Port 443. Part
of this secure operation relies on the Telestra server's certificate, which identifies it to the web
browser.

This certificate raises a security warning in most contemporary web browsers. In publicly
available applications (e.g., e-commerce sites), the certificate verifies the server is “trusted”
by comparing it to a database from third-party certificate authorities. ASTi creates and issues
its own certificates for secure systems. In other words, ASTi acts as the certificate authority
in place of a professional registrar. As a result, the system’s certificate is not in the database
of “trusted” sites.

Your browser may also issue an alert for the certificate's domain name. Because ASTi's
domain name (i.e., "telestra") is not fully qualified, the browser may complain that it's
invalid. ASTi can't access each customer's network to determine their Domain Name System
(DNS) server's fully qualified domain name (FQDN). As a result, we can't tailor these cer-
tificates on a per-installation basis. You may also receive a security warning because the IP
address (e.g., xxx.xxx.xxx.xxx) or network-specific FQDN (e.g., telestra.yourdomain.com) that
you use to access the RMS doesn't match the certificate's host name.

Examine the certificate's information to verify the system you are trying to access is an ASTi
Target. After that, you can accept the certificate and continue connecting to and working with
the RMS. Many web browsers allow you to change the "trust settings" for specific cer-
tificates. If you change the trust settings for the Target's certificate, you will no longer receive
a security warning on that browser and computer.
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2.0 RMS User Management
Before you can take full advantage of the RMS, you'll need to log in as an administrator and
set up any user accounts. These accounts are only applicable to the RMS, not Linux system
user accounts. To view RMS User Management, go toManage Users in the top right:

Figure 1: Manage Users navigation

This chapter discusses how to:

l Log in as an administrator

l Add a user account

l Delete a user account

l Change a user's password

2.1 Log in as an administrator
To log into the RMS as an administrator, follow these steps:

1. Open a web browser on a computer sharing a network with the Telestra server.

2. To access the RMS, in the address bar, enter the Telestra server's IP address.

3. In the top-right corner, select Login.

4. Log into the system using the following default credentials:

Username Password

admin astirules
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5. Select Login.

Figure 2: Login page

2.2 Add a user account
To add a user account, follow these steps:

1. In the top right, go toManage Users.

Figure 3: RMS User Management navigation

2. In Admin Password, enter the administrator password (i.e., astirules by default).

3. In New User Name, enter a unique username.

4. In New User Password, enter a password for the new account.

5. In Re-type Password, confirm the new password.

Figure 4: Add New User

6. Select Add User.
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The new account appears under Current User Accounts:

Figure 5: Current User Accounts

2.3 Change a user's password
To change a user's password, follow these steps:

1. In the top right, go toManage Users.

Figure 6: RMS User Management navigation

2. Under Current User Accounts, choose a user, and select change password.

Figure 7: change password

3. In Admin Password, enter the administrator password (i.e., astirules by default).

4. In New User Password, enter a new password for the account.

5. In Re-type Password, confirm the new password.
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6. Select Change Password for user, where user is the username.

Figure 8: Change Password for User

The password change is now complete.

2.4 Delete a user account
To delete a user account, follow these steps:

1. In the top right, go toManage Users.

Figure 9: RMS User Management navigation

2. Under Current User Accounts, choose a user to delete.

3. Under Delete, select delete user.

Figure 10: delete user

4. In Admin Password, enter the administrator password (i.e., astirules by default).
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5. Select Yes, Delete user, where user is the account username (e.g., User1).

Figure 11: Confirm User Deletion

The account no longer appears under Current User Accounts.
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3.0 System
System settings provide general information about your Telestra server's operation that you
can use for troubleshooting. These settings also allow you to reboot or shut down your server
from the RMS.

Figure 12, "System" below shows System pages on the left:

Figure 12: System

This chapter discusses the following topics:

l System Status

l Health

l System Log

l System Actions

3.1 System Status
The RMS first directs you to System Status. To enter the system's installation and contact
information, select Contact Settings. CPU Load displays the overall amount of space that
the model uses.Memory Used displays the amount of space that programs use, including pro-
jects, model storage, and data. SWAP Used is the virtual memory used when the memory util-
ization percentage is too high. Ideally, this setting should remain at 0 percent.
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You can also view the Target’s software version. The Project, Branch and Topology names
display for the Project running on the system.

Note: Topology is synonymous to the layout in ACE Studio.

Figure 13, "System Status" below shows the CPU Load,Memory Used, Swap Used, and
System Info on System Status:

Figure 13: System Status

3.1.1 Set a default project and layout
The RMS allows you to set a default project and layout. On Status, select Change next to
Default Layout. On the next page, choose a project and layout, and selectMake Changes.
This project and layout automatically installs the next time you turn on or reboot the Target.

To set a default project and layout, follow these steps:
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1. On System Status, next to Default Layout, select Change.

Figure 14: Change Default Layout

2. On Default Project, in Select Project, choose a default project.

3. In Select Layout, choose a layout.

4. SelectMake Changes.

Figure 15: Set the default project and layout
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3.2 Health
ACE System Health verifies the software is running properly and displays low-level, raw
information for troubleshooting. Figure 16, "ACE System Health" below shows ACE System
Health:

Figure 16: ACE System Health

The health system consists of a tree-like structure of subsections. A next to ASTi Realtime
indicates an issue with one or more ASTi Realtime items. To expand and view the sub-
sections, select ASTi Realtime. If an displays next toModel, the model is not operational.
To view the model's status, in the top right, select Show Detail.
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3.3 System Log
System Log displays 100 of the most recent log entries. Download the log files to the local
system, and view the uploaded logs. Filter capabilities provide quick search capabilities for
specific functions, including Debug, Info,Warning, Error, and Critical.

Figure 17, "System Log" below shows red errors on System Log:

Figure 17: System Log

3.4 System Actions
Select System > Reset/Power to perform System Actions. System actions include restarting
the Target’s software (e.g., multicast routing and other networking daemons, the RMS web
server software), rebooting, or shutting down the system. Once you choose an action, a con-
firmation screen warns you not to interrupt the software services. Restarting, rebooting, or
shutting down the server interrupts software running on the Target (e.g., model operation).
After turning off the system, you may need to manually reboot the server by pressing the
Power button on the front of the chassis.

Figure 18, "System Actions" below shows options to Restart Software, complete a System
Reboot, or Shut Down the system on System Actions:

Figure 18: System Actions
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4.0 Configuration
Configuration settings allow you to set up a Telestra server's network, back up and restore
your system, and record basic configuration details about your project, including location,
contact information, and trainer type. You can also install Level 0 Digital Terrain Elevation
Data (DTED) and text-to-speech voice licenses.

Figure 19, "Configuration" below shows Configuration pages on the left:

Figure 19: Configuration

This chapter discusses the following topics:

l Networking

l Network Devices

l Backup Restore

l Description

l Terrain

l Text-to-speech
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4.1 Networking
Access Target network settings from Networking:

l General Networking: encompasses network-wide, interface-independent settings, such
as the Domain Name System (DNS) server and router gateway IP addresses.

l Edit Network Config: enter the IP address and subnet mask for each of Target’s three
Ethernet interface cards.

l Time Server: specify and test connections to a Network Time Protocol (NTP) server to
synchronize the Target’s internal clock. Other settings allow you to tweak the Target’s
NTP client variables.

l Ping Utility: enter another computer’s IP address to send five pings (i.e., echo requests)
to it. A positive response indicates the computer is available on the network, using any
of Target’s three network interfaces.

Note: Editing network settings may prevent you from accessing the RMS at its original IP
address. Enter the new IP address in the browser.

Figure 20, "System Networking" below shows System Networking:

Figure 20: System Networking
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4.1.1 Edit Ethernet configuration settings
To edit eth0, eth1, and eth2 configuration settings, select Edit Network Config. To commit
the changes to the system, selectMake Changes.

Figure 21, "Network Configuration" below shows Network Configuration:

Figure 21: Network Configuration
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4.2 Network Devices
To change the network configuration in the RMS, go to Configuration > Network Devices.
To edit the network Ethernet ports, select Edit ethN Config, where N is the Ethernet port
number.

Figure 22, "Network Devices" below shows Network Devices:

Figure 22: Network Devices

4.3 Backup Restore
Manage system configuration files through the back up and restore options below:

l Backup: use Backup System Configuration to back up individual sections of the over-
all system configuration or back up the entire system configuration. Backup System
Configuration as Text Only does not back up any binary information and is only use-
ful when exporting a project from a classified area.

l Restore: use Restore System Configuration to install or restore system configuration
files from an existing backup file. You can upload this file to the system if it is not
already on the Target.

l Manage: useManage Backup Archives to inspect, download, or delete System Con-
figuration backup archives.
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Figure 23, "System Backup/Restore" below shows System Backup/Restore:

Figure 23: System Backup/Restore

The following sections discuss how to:

l Back up a system configuration

l Restore a system backup

l Manage system backups

l Archive system backups

4.3.1 Back up a system configuration
Backing up system configurations archives these files on the workstation. Choose the con-
figuration sections, and select Start Backup. Backup categories include the following:

l Projects Archive: includes all projects archived on the system. To back up some or all
of the Target's projects, select the Projects Archive link.

l RMS Users and Config: includes all RMS users and their passwords, as well as any
user lockout settings for the RMS.

l Sound Library: the library of sound files on the system, including an index and all of
the waveform (.wav) audio file format files in the project. Select the sound library link
to back up some or all of the sounds files.

l Telestra Config: includes all configurations settings such as network settings and sys-
tem preferences.
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Figure 24, "Backup System Configuration" below shows the Backup System Configuration
page:

Figure 24: Backup System Configuration

4.3.2 Restore a system backup
To restore a model archive on the Target, select restore now. You can also upload a backup
file from a local workstation. Figure 25, "Restore System Backup" below shows Restore Sys-
tem Backup:

Figure 25: Restore System Backup
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4.3.3 Manage system backups
System Backup Management backs up or deletes system configuration files on the Target.
Figure 26, "System Backup Management" below shows System Backup Management:

Figure 26: System Backup Management

4.3.4 Archive system backups
For a detailed list of archived files, choose an archive, and select info. Figure 27, "Back up
archive contents" below shows info on System Backup Management:

Figure 27: Back up archive contents
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4.4 Description
From the left, go to Description. On Basic Configuration, enter system details for future ref-
erence:

Figure 28: Basic Configuration

4.5 Terrain
To add third-party terrain data, upload the compressed file (.zip) on Terrain Management.
Figure 29, "Terrain Management" below shows Level 0 Data and Supplying Additional Ter-
rain on Terrain Management:

Figure 29: Terrain Management

4.6 Text-to-speech
Text-to-Speech software packages require an additional license file from ASTi. These license
files activate upon upload. This page also provides Voice Management for ASTi voices. Sim-
ply upload and install voices for text-to-speech (TTS).
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Figure 30, "Text-to-Speech" below shows Text-to-Speech Voice Licensing and Text-to-
Speech Voices:

Figure 30: Text-to-Speech
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5.0 Projects
The RMS contains Project settings that allow you to view and manage Target projects. You
can also duplicate a project or clone it, creating a master/slave relationship between two Tar-
gets.

Figure 31, "Project" below shows Project settings on the left:

Figure 31: Project

This chapter discusses how to:

l View local and global projects

l Clone and copy projects

Copyright © 2023 Advanced Simulation Technology inc. 23

Remote Management System User Guide (Rev. O, Ver. 3)



5.1 View local and global projects
In Project Management, select Show Projects to view all projects local to the system and
over the network. You can also delete any local projects on the system. Figure 32, "Local and
global projects" below shows local and global projects on Project Management:

Figure 32: Local and global projects

5.2 Clone and copy projects
On Project Management, select Clone New Project. This setting applies to situations where
multiple Targets are using one project. Choose a project and clone it to create a link between
a master and slave Target. For more information, go to Application Note 90, “Managing a
Single Project across Multiple Target Platforms” at support.asti-usa.com/appnotes/90.html.
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Copying a project creates an independent copy:

Figure 33: Clone or copy new project
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6.0 Network
Network allows you to manage Targets and ACENet devices connected to the RMS as well
as high-level architecture (HLA) and Distributed Interactive Simulation (DIS) settings.

Figure 34, "Network" below shows Network pages on the left:

Figure 34: Network

This chapter discusses the following topics:

l Targets

l ACENet

l HLA

6.1 Targets
Network > Targets displays all the Targets on the network. To open a new RMS browser for
a specific Target, choose a link under Target Hostname. Figure 35, "Network RMS targets"
below shows a list of RMS targets on Network:

Figure 35: Network RMS targets
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6.2 ACENet
The following section applies to ACE software versions 4.17 or later. ACENet devices must
have firmware version 2.X to run properly with ACE software versions 4.17 or later. If an
ACENet device needs a firmware update to operate with the ACE software version, the page
displays a “Need firmware version > = 2.0” message.

Figure 36, "Device List" below shows ACENet > Device List:

Figure 36: Device List

Select ACENet to view all ACENet devices (e.g., ACE-RIU, ACU2, ACU, Crown Power
Amplifier) on the network. Each ACENet device assigns itself a number that determines the
ACENet IP address. ACENet displays each device number. Each device must have a unique
name.

In rare cases, a conflict may arise between two devices using the same device number. The
ACENet screen reports this error as “Duplicate device number.” Select Device Numbers, and
change the device with the number in conflict. Select Apply.

This section discusses the following topics:

l ACE-RIU

l ACU

l ACU2

l Crown Power Amplifiers

6.2.1 ACE-RIU
ACENet displays all the ACE-RIUs available on the network. Layout shows if the ACE-RIU
is active in the ACE Studio Layout. Network, Firmware, Device Number, Latency Mode,
Status, andMessage display additional information to ensure the ACE-RIU is running prop-
erly. Each ACE-RIU must have a unique name and number.
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View the ACE-RIU channel details:

Figure 37: ACU2: Status

For general gain information, select Device Gain References:

Figure 38: Device Gain Reference

6.2.1.1 Update ACE-RIU firmware

On ACENet, next to Update Firmware, select ACE-RIU for instructions to update the firm-
ware. The following page displays the instructions for updating the firmware.

6.2.2 ACU
ACENet displays all of the ACUs available on the network. Layout shows if the ACU is act-
ive in the ACE Studio layout. Network, Firmware, Device Number, Latency Mode,
Status, andMessage display additional information to ensure the ACU is running properly.
Each ACU on the ACENet must have a unique device name and number.
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Select the ACU's name to view each channel's status and details:

Figure 39: ACU Device Name

Select each channel to adjust its gains:

Figure 40: ACU channels

In the top right, select Device Gain Reference for general gain information.

Figure 41: Device Gain Reference

The following sections discuss how to:

l Set ACU channel gains

l Update ACU firmware
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6.2.2.1 Set ACU channel gains

In ACENet > ACU, enable the preamp and microphone power, and set the input and output
gains. If an input or output gain value is outside the acceptable range, it truncates to an accep-
ted value. The range varies depending on ACU firmware.

6.2.2.2 Update ACU firmware

You may receive the ACU firmware file in one of three ways:

l The Target’s software

l An ACU Firmware Update CD

l Email

Update all ACUs on the Target's local ACENet to the same firmware version.

Caution: Upgrading all ACU firmware at once may destabilize the ACU.

To update ACU firmware, follow these steps:

1. Turn on the ACU in BOOT mode, which differs from normal operation.

2. On ACENet, next to Update Firmware, select ACU.

3. Follow the instructions on the page to reset the ACU in BOOT mode. Turn off the
device for at least 30 seconds.

4. When the ACU is in BOOT mode, refresh the RMS page.

5. Choose an ACU to update.
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6. Follow the instructions on ACU Firmware Update.

Figure 42: ACU firmware update

7. After setting the ACU name and firmware version, select Continue to the next step.

Note: If you received the update via email or CD, upload the file from your local sys-
tem.

8. Verify the ACU's name and MAC address, and select Yes, Update ACU Firmware.

9. On ACU Firmware Update Results, follow the instructions on the page to reset the
ACU during normal operation.

Note: Turn off the ACU for at least 30 seconds before restarting. Do not refresh
ACU Firmware Update Results.

10. To verify the ACU firmware version, go to ACE System Health, and select Show
Detail. The new firmware version appears.

6.2.3 ACU2
Network ACENet displays all the ACU2s on the network. Layout shows if the ACU2 is act-
ive in the ACE Studio layout. Network, Firmware, Device Number, Latency Mode,
Status, andMessage display additional information to ensure the ACU2 is running properly.
Each ACU2 on the ACENet must have a unique device name and number.
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Select the ACU2's name to view its status and details:

Figure 43: ACU2 Device Name

To set the gains, select each channel:

Figure 44: ACU2 channels

The following sections discuss how to:

l Set ACU2 channel gains

l Update ACU2 firmware

6.2.3.1 Set ACU channel gains

In ACENet > ACU, enable the preamp and microphone power, and set the input and output
gains. If an input or output gain value is outside the acceptable range, it truncates to an accep-
ted value. The range varies depending on ACU firmware.
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6.2.3.2 Update ACU2 firmware

First, install a project and layout with all of a Target's ACENet devices. To update ACU2
firmware, follow these steps:

1. In ACE Studio, open a project on the Target connected to the ACENet device(s).

2. The layout running in ACE Studio must include all of the ACU2s you are upgrading.
A readiness model ensures your layout includes the connected ACU2s. In the menu
bar, select Layout and Add Readiness. Overwrite any previous readiness layouts if
prompted.

3. Select the readiness layout, and then select Install Project.

4. Follow the ACU2 firmware update instructions in the RMS.

5. On ACENet, next to Update Firmware, select ACU2, and follow the instructions to
update the ACU2's firmware.

Note: If running a hardened Target, manually install firmware that is not included
with the original software installation.

Figure 45, "ACU2 Firmware Update" below shows instructions on ACU2 Firmware
Update:

Figure 45: ACU2 Firmware Update

Copyright © 2023 Advanced Simulation Technology inc. 33

Remote Management System User Guide (Rev. O, Ver. 3)



6.2.4 Crown Power Amplifiers
ACENet displays all the Crown Power Amplifiers available on the network. Layout shows if
the amplifier is active in the ACE Studio layout. Network, Firmware, Device Number,
Latency Mode, Status, andMessage display additional information to ensure the Crown
Power Amplifier is running properly. Each Crown Power Amplifier on the ACENet must
have a unique name and number.

6.3 HLA
This section discusses how to:

l Install an RTI file

l Activate an RTI file

l Set the HLA standard

6.3.1 Install an RTI file
HLA Management provides run-time infrastructure (RTI) management. ASTi’s HLA com-
munications environment supports RTIs downloaded from Msco.mil, Mak.com, and Virt-
c.com. Download the RTI compatible with the corresponding Target release, as specified in
Section 1.0, "Choose a compatible HLA RTI file" on page 1 in the HLA Installation Guide. If
you are running a hardened Target, manually upload and install the RTI.

To install the RTI file in the RMS, follow these steps:

1. Open a web browser on a computer sharing a network with the Telestra server.

2. To access the RMS, in the address bar, enter the Telestra server's IP address.

3. In the top-right corner, select Login.

4. Log into the system using the following default credentials:

Username Password

admin astirules

5. On the left, go to Network > HLA.
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6.3.2 Activate an RTI file
To activate an RTI file, follow these steps:

1. On the left, go to Network > HLA.

2. Under RTI Settings, choose an RTI file, and select Activate. The RTI file's Status dis-
plays “Active:”

Figure 46: Active RTI file

3. (Optional) If your RTI vendor requires the RTI to withdraw a license from an external
license server, do the following:

a. In License Host, enter xxx.xxx.xxx.xxx, where xxx.xxx.xxx.xxx is the license server's
IP address.

b. In License Port, enter the license server's port number (e.g., 27001).

Note: Alternatively, you may configure the Pitch RTI license in the Local RTI
Component (LRC) .settings file. Go to Pitch documentation for more information.

c. Select .
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6.3.3 Set the HLA standard
To set the HLA standard, follow these steps:

1. Under HLA Standard, choose IEEE 1516e for HLAe or HLA 1.3 for HLA 1.3.

2. Select Set HLA Standard.

Figure 47: Set HLA standard
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7.0 Audio
Audio settings allow you to upload sound files, view spectral analysis comparisons, archive
recordings, and play sound files.

Figure 48, "Audio settings" below shows Audio on the left:

Figure 48: Audio settings

This chapter discusses how to:

l Upload Sound Files

l Spectral Analysis

l Archive Recordings

l Play Sound Files

7.1 Upload Sound Files
Upload Sound Files provides a two-step process to upload sound files on the system. Choose
a wave set or create a new one. The wave set is a folder that contains the sound files in the
sound repository. Upload the selected sound files to the wave set folder.

Important: The RMS only accepts 16-bit pulse code modulation (PCM) monophonic wave-
form audio format files (.wav) with a 48 kilohertz (kHz) sample rate.
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Figure 49, "Upload Sound Files" below shows settings on Upload Sound Files:

Figure 49: Upload Sound Files

7.2 Spectral Analysis
Spectral Analysis creates a .pdf comparison file of the recorded audio files matched up to ref-
erence audio. Generate the recorded files using LevelDCapture or RecordReplay. Figure 50,
"Spectral Analysis" below shows an example of a Spectral Analysis comparison:

Figure 50: Spectral Analysis
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7.3 Archive Recordings
Archive Recordings saves all recording files that are created using LevelDCapture or
RecordReplay:

Figure 51: Archive Recordings

7.4 Play Sound Files
Play Sound Files allows you to preview sound files in the browser without transferring files
from the Telestra server. You can play these files in waveform audio format (.wav) from a
subfolder of any wave set on your Telestra system. To convert a Telestra sound recording
(.tsr) file into waveform (.wav) audio file format, go to Section 7.3, "Archive Recordings"
above.

To preview a .wav file, follow these steps:

1. On the left, go to Audio > Play Sound Files.

2. Under Select a Waveset, choose a wave set to preview.

Figure 52: Select a Waveset

3. (Optional) If the sound file exists in a subfolder, under Select a subfolder, choose a
subfolder (e.g., Recorded).
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4. Under Select a file to play, choose a .wav file to preview. Under Current File, the
sound file automatically plays. The time marker shows elapsed seconds and the file's
total time.

Figure 53: Play Sound Files

5. To replay the sound file, select play ( ).

6. To adjust the volume, next to the speaker ( ), move the slider.

7. To download the file to your local computer, select download ( ).
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8.0 Licensing
ASTi's licenses are tied to USB License Keys, which are DoD-approved devices covered
under ASTi's Authority to Operate (ATO) and Risk Management Framework (RMF) accred-
itation. Upon delivery, each USB License Key activates a predefined set of software func-
tionality for any system running Telestra software. This includes ASTi-provided hardware,
customer-furnished equipment (CFE), government-furnished equipment (GFE), and virtual
machines (VMs). USB License Keys also give you the ability to transfer functionality among
systems and receive loaner and trial licenses. To learn more about USB License Key benefits
and FAQs, go to USB License Keys and your ASTi System (#123).

This chapter discusses how to:

l Install a USB License Key

l View licensing information

l Update a USB License Key

8.1 Install a USB License Key
When you first receive one or more ASTi USB License Key(s) with a shipment, you must
insert your licenses into the applicable Telestra server(s).

To install your USB License Key(s), follow these steps:

1. Insert the USB License Key(s) into the applicable servers.

2. Open a web browser on a computer sharing a network with the Telestra server.

3. To access the RMS, in the address bar, enter the Telestra server's IP address.

4. In the top-right corner, select Login.

5. Log into the system using the following default credentials:

Username Password

admin astirules
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6. On the left, go to Licenses.

Figure 54: Licenses navigation

7. Under Licenses, find your license's ID to confirm that it is active. This ID is printed on
the tag attached to your USB License Key.

Figure 55: Active license ID

8.2 View licensing information
On Licensing Management, under Available Options, view the total credits and options
available to your system:

Figure 56: License Available Options
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Licenses shows a list of installed USB License Keys:

l License ID

l License type (i.e., hardware or software)

l Model

l Version

l The date the license was generated

l Error message, if applicable

Green licenses are active with no errors, while yellow licenses will expire in the next 90 days
or sooner. Red licenses have already expired. If a system is unlicensed, a warning displays at
the top of the page. Minimum functionality may still be available on unlicensed systems.
However, if you would like to use the application's full feature set, contact ASTi to update
your USB License Key.

Figure 57, "Installed licenses" below shows an example of installed licenses:

Figure 57: Installed licenses

Under Details, select Show to view the license's individual credits, options, and expiration
dates:

Figure 58: Individual license details
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8.3 Update a USB License Key
You may need to update ASTi USB License Key(s) to expand or alter system functionality
(e.g., receive a software trial, add more clients). ASTi provides a License Key Update (.lku)
file that you can upload to the Telestra server. Updating a USB License Key or changing its
license terms does not require returning it to ASTi. A single file can also update multiple
keys.

To update USB License Key(s), follow these steps:

1. Insert the USB License Key(s) into a Telestra server.

2. Open a web browser on a computer sharing a network with the Telestra server.

3. To access the RMS, in the address bar, enter the Telestra server's IP address.

4. In the top-right corner, select Login.

5. Log into the system using the following default credentials:

Username Password

admin astirules

6. On Licensing Management, under Update/Install a License, select Choose File, and
find the License Key Update (.lku) file on your local system.

Figure 59: Update/Install a License

The new license displays under Licenses:

Figure 60: Active license
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